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Connection to Magensa is via an SSL connection.
The head-encrypted data is sent over this channel,
so that the encrypted data is once again doubly encrypted.

The connection to the CryptoPay server is protected
by encryption based on the SHA-256 standard.  No card
data is sent to the server over this channel.

CryptoPay swiper encrypts credit card data using 3DES/DUKPT at the moment
of credit card swipe.  Encrypted data can only be decrypted by Magensa.net
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Note: CryptoPay has authorized and is contracted with Magensa Protected Payment Gateway (Magensa.Net). The Magensa 
Protected Payment Gateway (Magensa.Net) is PCI-DSS certified and listed by MasterCard and Visa as a compliant service provider.
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